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Abstract of the contribution: This pCR proposes a new solution for KI#1. 
1 Discussion

A new solution proposed for KI#1 "Discovery of Edge Application Server" in this paper mainly introduces the followings:
-
The AF sends a request containing EAS information such as EAS address, Location Criteria.
-
The AF request is stored in the UDR by the NEF.
-
The UE Policy PCF determines the MEC Policy based on the EAS information provided by the AF and provides it to the UE.

-
The UE communicates with the EAS by using the EAS IP address and transport layer port# for the Edge application based on the MEC Policy.
2 Proposal
It is proposed to agree the following changes into TR 23.748.
* * * * Start of Changes * * * *
!! All New Texts !!
6.z
Solution #z: Provisioning MEC Policy including EAS information to the UE
6.z.1
Description
This is a solution for Key Issue #1 "Discovery of Edge Application Server".
This solution proposes to provision Mobile Edge Computing Policy (MECP) including Edge Application Server (EAS) information to the UE. An AF provides the EAS information as Service Parameters by using the Service specific parameter provisioning procedure as specified in clause 4.15.6.7 of TS 23.502 [3].

The URSP rules are provided to the UE only by HPLMN while the MECP rules proposed in this solution can be provided the UE by HPLMN as well as VPLMN. This is because edge computing enables operator and 3rd party services to be hosted close to the UE's access point of attachment, so as to achieve an efficient service delivery through the reduced end-to-end latency and load on the transport network as described in clause 5.13 of TS 23.501 [2]. Therefore, it is considered appropriate that UE's serving network obtains the EAS information from the AF that locally locates and provides it to the UE.
The following steps describe an outline of the proposed solution:
1.
The AF sends a request containing the following information:

1)
Service Description.


As specified in clause 4.15.6.7 of TS 23.502 [3], the Service Description in the AF request can be represented by the combination of DNN and S-NSSAI, an AF-Service-Identifier or an application identifier.
2)
Service Parameters.


A list of EAS information is included as Service Parameters in order to support the service identified by the Service Description. Each EAS information includes the following parameters:

-
EAS address information: IP address of EAS and transport layer port#.

-
(Optional) Location Criteria where the EAS address information is applicable.
-
(Optional) Time Window where the EAS address information is applicable.
3)
Target UE(s).


Target UE(s) of the Service Parameters is individual UE(s), group(s) of UEs or any UE, as specified in clause 4.15.6.7 of TS 23.502 [3].

2.
The NEF authorizes the AF request received from the AF and stores the information in the UDR.

3.
The PCF (i.e. UE Policy PCF) obtains the AF request including the EAS information from the UDR and determines the MEC Policy based on the EAS information.


In the roaming case, the PCF is the V-PCF.

The PCF uses the Service Description and Service Parameters in the AF request information to set the MEC Policy. The MECP includes a list of MECP rules as shown in Table 6.z.1-1.

Table 6.z.1-1: MEC Policy
	Information name
	Description
	Category

	MECP rules
	1 or more MECP rules as specified in Table 6.z.1-2
	Mandatory


The structure of the MECP rules is described in Table 6.z.1-2.
Table 6.z.1-2: MEC Policy Rule
	Information name
	Description
	Category

	MEC Service Descriptor
	This part defines the information to identify a service the EAS Address Information is applied to.
	Mandatory

	DNN and S-NSSAI combination
	Combination of DNN and S-NSSAI
	Optional

	Application identifier
	OSId and OSAppId
	Optional

	EAS Address Information
	This part defines the EAS address information used by the UE for communicating with the EAS.
	Mandatory

	IP address of EAS
	IP address of EAS
	Mandatory

	Transport layer port#
	Transport layer port#
	Mandatory

	EAS Validation Criteria
	This part defines the EAS Validation Criteria
	Optional

	Location Criteria
	The UE location where the traffic from/to the EAS is allowed. The EAS Address Information is not considered to be valid if the UE location does not match the location criteria.
	Optional

	Time Window
	The time window when the traffic from/to the EAS is allowed. The EAS Address Information is not considered to be valid if the current time is not in the time window.
	Optional


If the Location Criteria provided by the AF is a form of location information not used by the MECP rules, e.g. geo coordinates, the PCF applies parameter mapping from the Location Criteria provided by the AF to the location information used by the MECP rules, e.g. cell ID list, TAI list.

4.
The PCF provisions the MECP rules to the targeted UE.

If the UE supports MECP provisioning, the UE indicates its MECP support to the PCF during registration procedure. If it is received, the PCF shall take it into account for the determination on whether to provide the MECP to the UE. The PCF does not provide MECP rules to the UE if the UE does not indicate support for MECP.
5.
The UE can communicate with the EAS based on the MECP rules.
The AF that sends the AF request including EAS information and the EAS that the traffic is routed to/from the UE can be same or different.
The AF can update service specific parameters in the UDR via the NEF or delete service specific parameters from the UDR via the NEF as specified in clause 4.15.6.7 of TS 23.502 [3].

The solution can be used for "Distributed Anchor Point" and "Multiple PDU sessions" connectivity models described in clause 4.2.

6.z.2
Procedures

6.z.2.1
Provisioning MECP rules the UE
Figure 6.z.2.1-1 shows the procedure to provision MECP rules to the UE. This procedure covers both roaming and non-roaming scenarios. For the roaming scenarios, all NFs including PCF are located in the visited network in Figure 6.z.2.1-1.
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Figure 6.z.2.1-1: Provisioning MECP rules to the UE
0.
The UE is registered to 5GC and the UE Policy Association is performed between the AMF and the PCF (step 0a). 

If the UE supports MECP provisioning, the UE includes the UE Policy Container with indication of UE support for MECP during registration procedure.
The PCF performs the subscription to notification to the data modified in the UDR by invoking Nudr_DM_Subscribe (AF service parameter provisioning information, SUPI, Data Set setting to "Application Data", Data Subset setting to "Service specific information") (step 0b).

In the roaming case, the PCF shown in Figure 6.z.2.1-1 is the V-PCF and the H-PCF involved in the UE Policy Association for URSP, etc in step 0a is not shown in the figure for simplicity. 
1.
To provide EAS information, the AF creates a new request. The content of the AF request includes the information described in clause 6.z.1.

2.
The AF sends its request to the NEF. The NEF authorizes the AF request and assigns a Transaction Reference ID to the Nnef_ServiceParameter_Create request. 

If needed, the NEF performs the following mappings:
-
Map the AF-Service-Identifier into DNN and S-NSSAI combination, determined by local configuration.

-
Map the GPSI in Target UE Identifier into SUPI, according to information received from UDM.

-
Map the External Group Identifier in Target UE Identifier into Internal Group Identifier, according to information received from UDM.

3.
The NEF stores the AF request information in the UDR as the "Application Data" (Data Subset setting to "Service specific information") together with the assigned Transaction Reference ID.
4.
The NEF responds to the AF. The response message includes the assigned Transaction Reference ID.
5.
The PCF receives a Nudr_DM_Notify notification of data change from the UDR.
6.
The PCF determines the MECP rules based on the data including EAS information as described in clause 6.z.1.


For example, the MECP rules include DNN and S-NSSAI combination to be used for matching Edge application traffic, in the MEC Service Descriptor. And the MECP rules include the EAS IP address and transport layer port# for routing of Edge application traffic in the EAS Address Information. If the AF provided Location Criteria in step 2, the PCF includes corresponding Location Criteria in the EAS Validation Criteria part in the MECP rules. If the AF provided Time Window in step 2, the PCF includes corresponding Time Window in the EAS Validation Criteria part in the MECP rules. 

7.
The PCF provisions the MECP rules to the UE by using the UE Configuration Update procedure for transparent UE Policy delivery as specified in clause 4.2.4.3 of TS 23.502 [3].
8.
The UE needs to send traffic destined to an Edge service. 

If there is no PDU Session for this traffic/Edge service, the UE establishes a PDU Session as specified in clause 4.3.2.2 of TS 23.502 [3]. Otherwise, a matching PDU Session is associated with the Edge application.
9.
The UE checks and determines a MECP rule applicable for the Edge application.

10.
The UE communicates with the EAS by using the EAS IP address and transport layer port# for the Edge application.
6.z.3
Impacts on services, entities and interfaces
Editor's note: This clause captures impacts on existing 3GPP nodes and functional elements.
* * * * End of Changes * * * * 
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